KEY FEATURES & FUNCTIONALITY

° Create recurring tasks to track auditable actions such as
user account access, data backups, clean desktop policies.

° Assign tasks to specific individuals or to artifact owners

° Set compliance requirements, like pass/fail, single/multiple
submissions, strict deadlines versus allowing late
submissions

Associate or link evidence to activities, such as screenshots,
logs and certificates

Create and track remediation activities with failed audits

Link past and future actions to relevant policies and processes
to demonstrate compliance

Maintain an auditable history of all actions and changes



