
Certification Training: Authorized Implementation Provider

Optimize Ostendio Functionality Like a Pro 
to Enhance Security & Compliance Delivery

Course Overview

★ Easily onboard new clients using the Admin Portal.

★ Develop a repeatable process to set up new clients. 

★ Deliver insightful instructional training to your clients.

★ Confidently empower clients to upload policies, procedures, 
assets, and organizations into the Ostendio platform.

 

Empower your clients to leverage the Ostendio platform 

to optimize its effectiveness and enhance delivery of 

your security and compliance programs.

This certification training enables serious MSPs and 

MSSPs to effectively navigate and implement the 

various functionalities in the Ostendio platform.

WHAT YOU’LL LEARN



COURSE HIGHLIGHTS

The training with 

Ostendio is precious 

time for us!

Impact Advisors 
(Healthcare MSP)

Training Module
● Customize and track role-based employee 

training directly in the Ostendio platform.

Compliance Manager
● Track and remediate compliance gaps and 

quickly remedy outstanding activities in 
real-time while linking to assets

Organizations Module
● Conduct third-party risk management and 

track security compliance of customers, 
partners, and vendor relationships

Tickets Module
● Assign action items to staff and track their 

progress

Customized Reporting & Dashboards
● Customize reports and  dashboards around 

your key performance indicators

To become an Authorized Ostendio Implementation Professional, an individual must successfully complete 
the Authorized Ostendio Service Provider Certification training. To be classified as an Authorized Ostendio 
Implementation Partner an organization must maintain at least two Authorized Ostendio Implementation 
Professionals on staff at all times. The pricing for the Authorized Ostendio Service Provider Certification 
training is priced per class run, not per participant. Certification lasts for 12 months from the last training 
completion date.

Assessments Module
● Create assessments for internal and 

external audits, or to send security 
questionnaires to third parties.

Assets Module
● Learn how to identify, track, and manage 

all your different asset types.

Audits Module
● Create “audit tasks” to ensure your 

organization remains compliant with all 
recurring actions required by your 
Information Security Management Program 
(ISMP) and security certification.

Documents Module
● Store all your policies and procedures in a 

single, centralized location where 
employees can view,  acknowledge and 
track..

“


